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Top trends at a glance 
CYBERSECURITY IN CANADA

As Canadian businesses move towards digital action Cybersecurity risks become critical

Security and data privacy policies of
Canadian clients continue to evolve 

Data and privacy protection

Key cybersecurity elements for
organizations  

Learn more about how we benchmark IT satisfaction through our
Journey to World-Class IT methodology: cgi.com/journey

In 2019, CGI leaders met face-to-face with more than 1,550 business and IT executives, including 256 executives from 
Canada, to gather their perspectives on the trends affecting their enterprises. This infographic presents the insights and 
perspectives from our conversations with Canadian executives in the context of Cybersecurity and Privacy. Discover additional 
insights by contacting us at info@cgi.com.
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Cybersecurity* is a top 
IT Priority

Cybersecurity is a top 
Business Priority

Cybersecurity is a 
key driver in 

defining IT budgets

Future innovation 
investments will be in 

protecting through 
Cybersecurity

44%

69%

75%Have a security policy covering 
cloud-based solutions

Have a data privacy policy covering 
cloud-based solutions

Have a Chief Data Protection Officer

Actions organizations are taking in response to privacy and data protection laws

Encryption required for the  personal mobile or devices of their workforce
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Updating products/services to encrypt 
/remove sensitive data

Changing policy and delegated 
authorities to govern and control data

Managing or consolidating data 
sources with sensitive data

Creating safe zones for sensitive data

Investing in customer information 
platforms/systems

Improving partner selection and 
screening 
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* Increase/decrease in percent is against 2018
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Employee training and awareness 
programs

Identifying critical assets

Testing and verifying cyber incident 
response capabilities (penetration and 

phishing tests)

Data asset discovery and tracking

Securing mobile platforms

Securing cloud platforms

2019
2018

*includes other security risks

Ran a phishing test across the organization
within the past 6 months


